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一、项目背景
随着医院新信息系统建设的逐步深入，HIS、电子病历、预约、掌上医院和集成平台等核心业务系统已成为医疗服务与医院管理的关键支撑。当前，服务器硬件故障、网络故障、数据库故障及自然灾害等风险，可能导致业务系统非计划停机，威胁数据安全与业务连续性。为有效防范上述风险，提升数据安全与业务连续性保障能力，构建“主备联动、快速恢复”的容灾体系，进一步强化核心业务系统安全防护等级。
二、建设要求
1、核心业务不中断保障：针对 HIS 系统、电子病历系统、LIS、PACS、预约诊疗系统、掌上医院平台及医疗数据集成平台等核心业务，需建设一套容灾平台，并实现应用级容灾保护，确保在数据中心故障或灾难场景下，核心业务（含智慧医疗、智慧服务、智慧平台、智慧专科等）持续运行，满足医院 7×24 小时不间断医疗服务与数据实时访问需求。​
2、快速业务接管：一体化的容灾平台在发生故障时，可在10-15分钟内完成核心业务系统的切换接管，恢复业务正常运行，其业务恢复时间（RTO）、数据恢复点目标（RPO）需优于三级甲等医院信息化建设相关标准要求。
3、统一监管与切换：构建一体化容灾环境监管与切换平台，实现对主备中心硬件设备、网络状态、数据同步情况的实时监控，提供便捷的运维操作界面，支持容灾策略管理与业务切换操作，提升运维效率与容灾响应规范性。
三、核心需求
1、本地及异地灾备平台须提供定时备份可实现RPO≤10分钟及RTO≤15分钟即时接管、虚拟机本地及异地备份；功能要求在灾备管理平台界面中实现，包括数据保护、定时/实时/CDP、数据恢复/演练/归档、数据恢复/迁移备份。
2、需满足现有环境下大容量、高性能备份存储的需求。
3、灾备平台本地建设包括：本地备份空间、本地恢复演练接管计算资源冗余、交换设备冗余、备份存储介质等，低延时备份带宽等；灾备平台异地建设包括：异地备份空间、异地恢复演练接管计算资源冗余、交换设备冗余、备份存储介质等。
4、实现对变化的数据块进行增量备份，并能进行合成全备份，并能对应用进行小颗粒度恢复。
5、灾备平台可提供CDP实时持续数据保护，支持文件系统及相关应用连续数据复制保护，满足灾难备份的RPO/RTO要求，支持一对多，多对一模式。
6、统一监管与切换平台：提供手动与自动切换模式，切换过程可追溯，确保切换成功率与业务连续性；支持容灾策略配置、备份任务管理、日志查询与分析等功能，简化运维操作流程。
7、灾备平台支持提供自动恢复演练功能，通过制定恢复演练策略，无需备份管理员操作，自动完整恢复演练测试，可恢复到灾备演练平台的物理机、虚拟机，支持但不限于以下数据类型：文件、虚拟机、Oracle、SQL Server。
8、在服务周期内提供全院信息系统及平台软硬件、灾备平台软硬件的数据安全巡检服务；7*24小时故障现场应急支撑服务；以及现场备份恢复演练服务，并提交数据恢复演练文档报告；
9、建设过程需遵循《信息系统灾难恢复规范》（GB/T 20988-2007）、《信息技术设备的安全》（GB4943-2011）、《全国医院信息化建设标准与规范（试行）》、等保2.0相关指标等国家标准及相关国际标准，坚持技术先进性、高可靠性、可管理性与可扩充性原则。
10、提供本地与异地灾备平台建设方案、设备清单、分类分项报价等。
四、预算金额：70万元（第一期预算）
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